КОМПЮТЪРНИ МРЕЖИ И КОМУНИКАЦИИ

Задачи за IP адресация

1. Определете класа и мрежовата маска по подразбиране за изброените IP адреси. Кои от адресите са валидни за устройства в публични мрежи?

|  |  |  |  |
| --- | --- | --- | --- |
| **Адрес** | **Клас** | **Мрежова Маска** | **Валидност** |
| 127.0.0.1 |  |  |  |
| 201.13.123.245 |  |  |  |
| 226.4.37.105 |  |  |  |
| 103.24.254.0 |  |  |  |
| 10.234.17.25 |  |  |  |
| 154.12.255.255 |  |  |  |
| 13.13.13.13 |  |  |  |
| 204.0.3.1 |  |  |  |
| 193.256.1.16 |  |  |  |
| 194.87.45.0 |  |  |  |
| 195.34.45.0 |  |  |  |
| 161.23.45.305 |  |  |  |
| 1.3.3.7 |  |  |  |

1. Определете мрежовата маска според нуждата от конкретния брой валидни IP адреси за съответната мрежа.

|  |  |  |
| --- | --- | --- |
| **Мрежа** | **Брой Адреси** | **Мрежова Маска** |
| 172.16.0.0 | 500 |  |
| 10.0.0.0 | 250 |  |
| 10.0.0.0 | 1000 |  |
| 192.168.0.0 | 50 |  |
| 172.16.0.0 | 125 |  |
| 192.168.0.0 | 15 |  |
| 192.168.0.0 | 2 |  |
| 10.0.0.0 | 800 |  |
| 192.168.0.0 | 127 |  |
| 10.0.0.0 | 33 |  |
| 172.16.0.0 | 192 |  |
| 172.16.0.0 | 300 |  |
| 192.168.0.0 | 10 |  |

1. Определете мрежовия и броудкаст адреси за съответната мрежа.

|  |  |  |  |
| --- | --- | --- | --- |
| **Адрес** | **Мрежова Маска** | **Мрежови Адрес** | **Броудкаст Адрес** |
| 192.168.1.72 | 255.255.255.192 |  |  |
| 192.168.1.0 | 255.255.0.0 |  |  |
| 10.0.10.31 | 255.255.255.128 |  |  |
| 10.0.10.31 | 255.255.255.224 |  |  |
| 10.10.1.255 | 255.255.255.0 |  |  |
| 10.5.5.76 | 255.255.248.0 |  |  |
| 192.168.1.67 | 255.255.255.240 |  |  |
| 192.168.175.200 | 255.255.252.0 |  |  |
| 10.67.12.255 | 255.252.0.0 |  |  |
| 10.54.28.0 | 255.248.0.0 |  |  |
| 10.123.18.25 | 255.255.128.0 |  |  |

Теоретични Въпроси

1. С кои команди бихте могли да определите MAC адрес на хост, който се намира в локалната мрежа?
2. Защо за маршрут по подразбиране стойностите за мрежа и мрежова маска са нули?
3. Определете слоевете от OSI модела, на които функционират следните устройства: рутер (маршрутизатор), суитч (комутатор), хъб (концентратор).
4. Кои са източниците на записи в маршрутната таблица?
5. Какво ще се случи, ако при предаване на фрагментиран IP пакет, един от фрагментите не достигне до получателя след изтичане на съответния таймаут?
6. Вярно ли е, че алгоритъмът за избор на маршрут е универсален и не зависи от протокола за маршрутизация?
7. Коя е командата, чрез която манипулирате с маршрутната таблица на устройството?
8. Каква е ролята на ARP протокола?
9. Каква е ролята на ICMP протокола? На кой слой от OSI модела функционира ICMP?
10. Сравнете протоколите RIPv1 и RIPv2.
11. Подлежат ли ICMP пакетите на маршрутизация?
12. Какво представлява RTT?
13. Какви транспортни протоколи познавате?
14. Какво представлява една автономна система, i.e. AS?
15. Кой протокол използва командата ping? Какъв тип заявка генерира тази команда?
16. Благодарение на кое поле от IP хедъра функционира програмата traceroute?
17. Какви записи съдържа маршрутната таблица?
18. Къде се извършва реасемблирането на фрагменти, в случай че пакет е претърпял фрагментация?
19. Съществува ли зависимост между MSS и MTU? Каква е тя?
20. Какъв транспортен протокол използва HTTP?

## *Команди за Преговор*

**ifconfig** - configure a network interface

**arp** - manipulate the system ARP cache

**ip** - show / manipulate routing, devices, policy routing and tunnels

**route** - show / manipulate the IP routing table

**brctl** - ethernet bridge administration

**ping** - send ICMP ECHO\_REQUEST to network hosts

**traceroute** - print the route packets trace to network host

**iptables** - administration tool for IPv4 packet filtering and NAT
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